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Abstract— Crowdfunding telah muncul sebagai metode yang populer untuk mengumpulkan dana secara online, namun masalah 

seperti salah urus dana dan kurangnya transparansi masih tetap ada. Penelitian ini bertujuan untuk mengatasi masalah ini dengan 

mengembangkan platform crowdfunding berdasarkan teknologi blockchain menggunakan smart contract di Ethereum. Sistem ini 

memastikan transparansi, integritas, dan ketertelusuran transaksi dengan mencatatnya secara permanen di blockchain. Setiap kampanye 

penggalangan dana diidentifikasi menggunakan ID unik yang dihasilkan melalui algoritma hashing Keccak-256, yang mencegah duplikasi 

data dan memastikan pengindeksan yang aman. Proses pengembangan termasuk merancang smart contract, mengimplementasikan 

antarmuka berbasis web, dan menerapkan server backend untuk penyimpanan gambar menggunakan Express.js. Fungsionalitas sistem 

diuji menggunakan pengujian blackbox di beberapa skenario, termasuk pembuatan kampanye, pemrosesan donasi, dan validasi 

penarikan. Hasilnya menunjukkan bahwa sistem bekerja dengan baik, dengan setiap fitur inti beroperasi seperti yang diharapkan dan 

integritas data terjaga. Transparansi dicapai melalui transaksi yang dapat diverifikasi secara publik, sementara penggunaan Keccak-256 

memberikan perlindungan yang efektif terhadap gangguan. Analisis biaya gas menunjukkan bahwa transaksi tetap berada dalam kisaran 

biaya yang wajar untuk implementasi skala kecil. Studi ini menunjukkan bagaimana sistem berbasis blockchain dapat meningkatkan 

kepercayaan pada platform crowdfunding dan menawarkan referensi untuk pengembangan sistem penggalangan dana yang transparan 

dan aman di masa depan. 

Kata kunci — Crowdfunding, Blockchain, Ethereum, Smart Contract, Keccak-256, Blackbox Testing 

I. PENDAHULUAN 

Crowdfunding telah menjadi salah satu komponen penting dalam dunia filantropi dan bisnis digital [1]. Crowdfunding adalah 

proses di mana individu atau organisasi berupaya mengumpulkan dana dari sejumlah besar orang, sering kali melalui internet [2]. 

Tujuan crowdfunding adalah untuk mendukung proyek, kegiatan sosial, atau usaha tertentu. Dengan berkembangnya kebutuhan 

akan penggalangan dana untuk berbagai keperluan, seperti bantuan sosial, kegiatan kreatif, dan pendanaan proyek bisnis, kini 

individu maupun organisasi dapat dengan mudah melakukannya melalui platform-platform seperti Kitabisa, Trakteer, dan Saweria 

[3]. Konsep ini menghilangkan batasan jarak dan waktu, memungkinkan masyarakat luas untuk berkontribusi secara finansial 

melalui internet. 

Namun, meningkatnya popularitas Crowdfunding menimbulkan risiko penggelapan dan penyalahgunaan dana yang merugikan 

donatur maupun penerima dana. Salah satu isu utama adalah risiko penggelapan dana atau penyalahgunaan dana yang terkumpul 

[4]. Dalam beberapa kasus, dana yang telah dikumpulkan tidak digunakan sesuai dengan tujuan kampanye awal yang disepakati. 

Hal ini tidak hanya merugikan para donatur, tetapi juga berdampak buruk pada kepercayaan masyarakat terhadap platform 

crowdfunding secara keseluruhan [5]. Transparansi dan akuntabilitas pengelolaan dana menjadi tantangan utama dalam ekosistem 

crowdfunding, terutama ketika pengawasan terhadap penggunaan dana masih terbatas [1]. 

Untuk mengatasi tantangan ini, teknologi blockchain dapat menjadi solusi. Blockchain adalah teknologi yang memungkinkan 

pencatatan transaksi secara terdesentralisasi, transparan, dan tidak dapat diubah (immutable) [6]. Ethereum, salah satu blockchain 

populer, menyediakan fitur smart contract untuk mengotomatiskan eksekusi transaksi sesuai dengan ketentuan yang telah ditetapkan 

[7]. Smart contract pada platform crowdfunding memastikan dana digunakan sesuai tujuan dan meminimalkan risiko penggelapan. 

Salah satu komponen kunci dalam menjaga keamanan dan integritas data pada blockchain adalah algoritma Keccak-256. 

Algoritma ini digunakan untuk menghasilkan hash yang unik dan aman, memastikan bahwa data transaksi tidak dapat diubah atau 

dipalsukan [8]. Dalam smart contract, Keccak-256 berperan penting dalam memverifikasi integritas data dan memastikan bahwa 

setiap transaksi tercatat secara akurat dan konsisten. 

Penelitian terkait pada penggunaan teknologi blockchain dalam ekosistem crowdfunding telah mendapatkan perhatian dari 

berbagai pihak. Misalnya, penelitian F. Aprialim menunjukkan bahwa integrasi blockchain pada platform Crowdfunding 

menyediakan catatan transaksi yang transparan dan tidak dapat diubah [9]. Penelitian H. Kartiko dengan integrasi teknologi 

InterPlanetary File System (IPFS) pada smart contract ethereum untuk meningkatkan efisiensi sistem crowdfunding dengan 

menurunkan gas fee rata-rata hingga 94,39% dan meningkatkan kecepatan transaksi hingga 13,55%, khususnya dalam hal 

pengurangan biaya transaksi dan kompleksitas penyimpanan data [10]. Selain itu, Penelitian A. Mubroh dengan algoritma Proof of 

Authority pada smart contract menghasilkan waktu delay rata-rata stabil sekitar 6 detik untuk sistem smart meter, sementara proses 
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pengiriman data melalui MQTT memiliki delay maksimal 30,07 detik, lalu sistem ini efektif untuk penyimpanan data daya listrik 

dengan interval waktu 30 detik, sehingga tetap dapat memperkuat keamanan dan akurasi data [11]. 

Penelitian ini bertujuan untuk mengimplementasikan smart contract ethereum pada aplikasi crowdfunding berbasis website, 

dengan memanfaatkan algoritma Keccak-256 untuk memastikan integritas data. Dengan demikian, penelitian ini diharapkan dapat 

meningkatkan transparansi, keamanan, dan kepercayaan publik terhadap platform crowdfunding. 

II. METODE PENELITIAN 

A. Objek Penelitian 

Objek penelitian ini berfokus pada penerapan blockchain dalam platform crowdfunding dengan ethereum, yang memanfaatkan 
smart contract untuk penggalangan dana secara transparan. Setiap penggalangan dana diidentifikasi dengan ID unik yang dihasilkan 
menggunakan hash dari kombinasi nama, deskripsi, gambar, target dana, dan deadline. Hash ini digunakan sebagai key dalam data 
index mapping untuk memastikan setiap penggalangan dana memiliki identifikasi yang unik. 

B. Prosedur Penelitian 

Prosedur penelitian ini disusun untuk merancang, mengimplementasikan, dan menguji platform crowdfunding berbasis blockchain 
ethereum.  

 

Gambar 1 Flowchart Prosedur Penelitian 

 
Tahapan penelitian meliputi analisis kebutuhan, pengembangan, implementasi dan evaluasi sistem. Diagram alur proses utama 

digambarkan untuk memvisualisasikan setiap langkah secara jelas. 

C. Analisis Kebutuhan 

Crowdfunding telah menjadi solusi populer untuk penggalangan dana secara online [12]. Namun, berita menunjukkan bahwa 

masih sering terjadi penyalahgunaan dana, kurangnya transparansi dalam pengelolaan, hingga kasus penipuan pada platform 

crowdfunding [13]. Hal ini menurunkan kepercayaan masyarakat terhadap platform yang ada. Sistem ini dirancang untuk mengatasi 

permasalahan tersebut menggunakan teknologi blockchain. 

D. Identifikasi Masalah 

Berdasarkan penelitan menurut [4], platform crowdfunding menghadapi beberapa tantangan utama yang memengaruhi 

kepercayaan pengguna dan efektivitas sistem. Tantangan-tantangan tersebut meliputi kasus penipuan dan penyalahgunaan, 

kurangnya transparansi penggunaan dana, dan tidak adanya mekanisme efektif untuk mencegah penyalahgunaan Dana. 

E. Kebutuhan Fungsional 

Kebutuhan fungsional merujuk pada fungsi inti yang harus dimiliki oleh sistem Crowdfunding berbasis blockchain. kebutuhan 

fungsional umum pada platform seperti ini meliputi: 

1) Pembuatan Penggalangan Dana 

Sistem harus memungkinkan pengguna untuk membuat kampanye penggalangan dana dengan memasukkan data seperti 

nama kampanye, deskripsi, target dana, dan batas waktu. Hal ini sesuai dengan penelitian oleh [14], yang menekankan 

pentingnya fleksibilitas dalam pembuatan kampanye untuk meningkatkan partisipasi pengguna. 

 

2) Transaksi Donasi yang Aman dan Transparan 

Setiap transaksi harus dicatat di blockchain untuk menjamin keamanan dan transparansi, seperti yang diungkapkan oleh 

[15]. Penggunaan hashing Keccak-256 juga memberikan tingkat keamanan tambahan pada integrasi data untuk memastikan data 

dapat diaudit jika terjadi manipulasi. Pengguna juga harus dapat memantau status kampanye secara real-time, termasuk dana 

terkumpul dan total donatur. Berdasarkan [4] menekankan bahwa transparansi dalam laporan meningkatkan kepercayaan 

pengguna terhadap platform. 
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F. Kebutuhan Non-Fungsional 

Kebutuhan non-fungsional sangat penting untuk memastikan efektivitas dan keamanan sistem. Berdasarkan hal tersebut, 

kebutuhan non-fungsional sistem ini meliputi: 

1) Keamanan 

Sistem menggunakan hashing Keccak-256 untuk menjaga integritas data, sesuai rekomendasi standar keamanan data dalam 

pengembangan blockchain [8], [16]. 

2) Efesiensi 

Sistem dirancang tanpa menggunakan database tradisional seperti NoSQL, dan data dicatat langsung di blockchain untuk 

mengurangi kompleksitas serta meningkatkan efisiensi pencatatan [17]. 

 

3) Antarmuka Pengguna (UI) 

Antarmuka yang ramah pengguna dirancang menggunakan framework frontend Svelte.js, yang terkenal karena kecepatan 

rendering dan efisiensinya dalam aplikasi web [18]. 

 

G. Teknologi yang digunakan 

Menurut berbagai penelitian Teknologi yang cocok digunakan dalam sistem ini meliputi: 

1) Solidity & Hardhat 

Solidity digunakan untuk pengembangan smart contract, sementara Hardhat digunakan sebagai framework untuk pengujian 

dan debugging smart contract. Kombinasi ini sering direkomendasikan dalam pengembangan berbasis Ethereum karena 

kemudahan penggunaannya [19], [20], [21]. 

 

2) Express.js 

Framework ini digunakan untuk menangani penyimpanan gambar secara tanpa memanfaatkan layanan IPFS. Penggunaan 

Express.js efektif untuk kebutuhan penyimpanan sederhana karena umum dan mudah saat proses pengembangan [22]. 

 

3) Svelte.js & Web3.js 

Svelte.js digunakan sebagai framework frontend karena kemampuannya yang efisien dalam rendering UI, sementara 

Web3.js memfasilitasi interaksi dengan smart contract di blockchain Ethereum [23]. 

 

4) Keccak-256 

Algoritma ini digunakan untuk hashing, yang berfungsi menjaga integritas dan keamanan data. Hal ini sejalan dengan 

praktik terbaik dalam pengelolaan data berbasis blockchain [16], [24]. 

H. Desain Sistem 

Desain sistem menggambarkan alur dan struktur sistem sebelum implementasi. Tahap ini mencakup gambaran umum sistem, 

use case diagram untuk menunjukkan interaksi pengguna, serta activity diagram untuk memodelkan alur aktivitas. Ketiganya 

menjadi dasar dalam proses pengembangan dan pengujian sistem. 

 

1) Gambaran Umum Sistem 

Gambaran umum sistem ini dirancang untuk memastikan setiap komponen memiliki peran yang jelas dalam pengelolaan 

crowdfunding berbasis blockchain. 

 
Gambar 2 Gambaran Umum Sistem 

Arsitektur sistem crowdfunding berbasis blockchain ini dirancang dengan peran terpisah untuk setiap komponennya. 

Backend menggunakan Express.js untuk menangani penyimpanan gambar, di mana frontend yang dikembangkan dengan Svelte 

dan Web3.js mengirimkan gambar sebagai request buffer dan menerima URL gambar sebagai respons. Interaksi dengan 

blockchain difasilitasi melalui Metamask, yang menghubungkan frontend ke Ethereum Node. Di dalam Ethereum Node, smart 

contract bertanggung jawab memproses transaksi, sementara algoritma Keccak-256 digunakan untuk melakukan hashing ID 
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penggalangan dana guna memastikan setiap ID bersifat unit, kemudian hasil pemrosesan ini kemudian dikirim kembali ke 

frontend melalui Metamask. 

 

2) Usecase Diagram 

Usecase diagram ini memvisualisasikan interaksi antara aktor dan sistem pada platform Crowdfunding berbasis blockchain, 

mencakup alur kerja yang mendukung keamanan serta transparansi. 

 
Gambar 3 Usecase Diagram Sistem Crowdfunding 

3) Activity Diagram 

Sistem Crowdfunding mencakup beberapa aktivitas utama yang dirancang untuk mendukung transparansi, keamanan, dan 

efisiensi pengelolaan penggalangan dana. 

 
Gambar 4 Activity Diagram Pembuatan Kampanye 

Pada Gambar 4, ditampilkan activity diagram proses pembuatan kampanye. Diagram ini menggambarkan alur mulai dari 

pengisian data oleh pengguna, proses validasi data, hingga penyimpanan ke sistem. Terdapat percabangan kondisi yang 

menunjukkan apakah data yang diinput sesuai atau tidak, dan sistem akan merespons sesuai dengan hasil validasi tersebut. 
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Gambar 5 Activity Diagram Deposit Kampanye 

Pada Gambar 5, ditampilkan activity diagram proses donasi pada kampanye. Alur dimulai dari pemilihan kampanye oleh 

pengguna, kemudian dilanjutkan dengan pengisian nominal donasi. Sistem akan melakukan validasi terhadap saldo pengguna; 

jika saldo tidak mencukupi, transaksi akan ditolak. Namun, jika saldo mencukupi, donasi akan diproses. Dalam kondisi di mana 

jumlah donasi melebihi target kampanye, kelebihan dana akan secara otomatis dikembalikan kepada pengguna. 

 
Gambar 6 Activity Diagram Withdraw Kampanye 

Pada Gambar 6, ditampilkan activity diagram proses penarikan dana (withdraw) oleh pembuat kampanye. Proses ini hanya 

dapat dilakukan jika memenuhi ketentuan yang berlaku, seperti batas waktu kampanye telah berakhir atau target dana telah 

tercapai. Jika syarat tidak terpenuhi, sistem akan menolak permintaan. Sebaliknya, jika semua ketentuan terpenuhi, dana akan 

ditransfer ke saldo pembuat kampanye. 
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Gambar 7 Activity Diagram Set Fraud Kampanye 

Pada Gambar 7, ditampilkan activity diagram proses penandaan kampanye sebagai penipuan (set fraud). Proses ini hanya 

dapat dilakukan oleh akun pemilik (owner). Jika sebuah kampanye terindikasi sebagai penipuan, owner dapat mengubah status 

kampanye menjadi fraud. Setelah status diubah, kampanye tersebut tidak dapat lagi diakses atau digunakan oleh pengguna. 

I. Implementasi 

Pada tahap implementasi, sistem ini dikembangkan menggunakan teknologi dan metode yang telah direncanakan sebelumnya. 

Proses implementasi melibatkan pengembangan frontend, backend, dan smart contract, yang saling berintegrasi untuk menyediakan 

layanan penggalangan dana. Pada integrasi sistem, bagian ini menjelaskan bagaimana komponen sistem terhubung untuk 

mendukung fungsionalitas utama: 

1) Otentikasi dan Transaksi 

Pengguna dapat menghubungkan akun Ethereum mereka menggunakan MetaMask, yang berfungsi sebagai perantara antara 

aplikasi frontend dan blockchain. MetaMask digunakan untuk mengotorisasi transaksi seperti donasi atau pembuatan kampanye. 

2) Komunikasi dengan Blockchain 

Aplikasi frontend yang dibuat dengan Svelte.js menggunakan library Web3.js untuk mengirim dan menerima data dari 

blockchain. Proses ini mencakup transaksi dan pengambilan informasi kampanye. 

3) Keamanan Data 

Sistem memanfaatkan hashing Keccak-256 untuk memastikan integritas data. Hash ini digunakan sebagai indeks unik 

untuk setiap penggalangan. 

J. Pengujian Sistem 

Pengujian sistem bertujuan untuk memastikan bahwa sistem berfungsi dengan baik sesuai dengan tujuan yang telah ditentukan. 

Pengujian dilakukan menggunakan metode blackbox testing, yang berfokus pada pengujian fungsionalitas sistem tanpa 

mempertimbangkan struktur internal atau kode sumbernya [25]. Berdasarkan penelitian [26], pengujian blackbox sangat efektif 

untuk mengevaluasi apakah sistem memenuhi persyaratan yang telah ditetapkan, terutama dalam pengujian fungsionalitas 

antarmuka pengguna. Dalam penelitian ini, pengujian dilakukan untuk mengevaluasi beberapa aspek utama sebagai berikut: 

 

1) Verifikasi Smart Contract 

menguji apakah smart contract yang diterapkan dapat berfungsi sesuai ketentuan, seperti pembuatan penggalangan dana, 

pengumpulan dana, hingga penarikan dana oleh penggalang dana. 

2) Keamanan dan Keaslian Data 

memastikan bahwa data transaksi yang disimpan di blockchain tidak dapat dimanipulasi serta menguji penerapan algoritma 

Keccak-256 untuk memvalidasi integritas data. 

3) Transparansi 

menguji kemampuan sistem untuk memberikan informasi yang jelas terkait status penggalangan dana, jumlah donasi yang 

diterima, dan proses penarikan dana. Transparansi ini bertujuan untuk meningkatkan kepercayaan pengguna terhadap platform. 

 

Setiap pengujian dilakukan dengan skenario berbeda untuk mengidentifikasi potensi masalah dan memastikan semua fitur 

berfungsi dengan baik. Hasil pengujian ini digunakan sebagai dasar untuk evaluasi sistem sebelum deployment. 

Selain itu, dilakukan juga pengamatan terhadap gas fee pada setiap jenis transaksi sebagai bagian dari analisis efisiensi sistem. 

Estimasi biaya transaksi ini diperoleh menggunakan Hardhat Gas Reporter pada jaringan lokal, dan tetap diuji melalui pendekatan 

blackbox untuk mengetahui seberapa besar beban biaya yang ditanggung pengguna dalam menjalankan fitur-fitur utama sistem. 
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III. HASIL DAN PEMBAHASAN 

A. Cryptocurrency 

Sistem crowdfunding dalam penelitian ini dibangun menggunakan teknologi blockchain, di mana seluruh aktivitas penggalangan 

dana dilakukan dengan mata uang kripto. Blockchain yang digunakan berbasis Ethereum, sehingga transaksi menggunakan Ether 

(ETH). Karena bersifat desentralisasi, transaksi berlangsung secara peer-to-peer tanpa memerlukan perantara seperti bank, berbeda 

dengan mata uang fiat yang membutuhkan pihak ketiga dalam proses transaksi. 

 
Gambar 8 Alur Diagram Cryptocurrency 

B. Smart Contract 

Smart contract digunakan sebagai logika inti dalam sistem crowdfunding berbasis blockchain ini. Semua proses utama, seperti 

pembuatan kampanye, donasi, dan penarikan dana, dijalankan secara otomatis tanpa pihak ketiga. Detail implementasi dijelaskan 

pada subbab berikut. 

1) Desain Smart Contract 

Smart Contract dikembangkan menggunakan Solidity dan berfungsi untuk mengatur seluruh proses crowdfunding, 

termasuk pembuatan kampanye, penyumbangan dana, dan penarikan dana. Smart Contract memastikan bahwa setiap transaksi 

mengikuti aturan yang telah ditentukan tanpa perlu perantara. Tabel berikut merinci fungsi-fungsi utama dalam smart contract 

yang diimplementasikan. 

Tabel 1 Desain Smart Contract 

Komponen Tipe Data Deskripsi 

Penggalang Struct menyimpan informasi penggalangan dana, seperti 

nama, deskripsi, target, dan status. 

IDonatur Struct menyimpan informasi donatur, seperti alamat 

donatur dan jumlah donasi. 

owner address Alamat pemilik kontrak 

GalangData mapping(bytes32 => Penggalang) Menyimpan data penggalangan dana berdasarkan 

ID unik (hash Keccak-256) 

galangIds bytes32[] Array untuk menyimpan ID penggalangan dana 

yang telah dibuat. 

GalangDatalength uint256 Menghitung jumlah total penggalangan dana yang 

telah dibuat. 

donatur mapping(bytes32 => IDonatur[]) Menyimpan daftar donatur untuk setiap 

penggalangan dana berdasarkan ID unik. 

createGalang public function, payable Membuat penggalangan dana baru dengan 

parameter seperti nama, deskripsi, target, dan 

deadline. 

deposit public function, payable Menyumbang dana ke penggalangan yang 

ditentukan berdasarkan ID, dengan validasi target 

dan pengembalian jika melampaui target 

withdraw public function Penarikan dana oleh penggalang setelah tenggat 

waktu berakhir. 
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FraudDonation public function, onlyOwner Menandai penggalangan dana sebagai penipuan 

dan mengembalikan semua dana ke donatur (hanya 

dapat dilakukan oleh pemilik kontrak). 

getGalangData public function, view Mengembalikan semua data penggalangan dana 

yang telah dibuat. 

getDonatur public function, view Mengembalikan daftar donatur untuk 

penggalangan dana tertentu berdasarkan ID. 

GalangCreated event log emit saat penggalangan baru dibuat 

Deposited event log emit saat ada donasi masuk 

Withdrawn event log emit saat dana berhasil ditarik 

 

2) Peran Keccak-256 untuk Integrasi Data 

 
Gambar 9  Proses generate ID dengan Keccak-256 

Pada Setiap kampanye crowdfunding memiliki ID unik yang dihasilkan menggunakan algoritma Keccak-256. ID ini dibuat 

dengan melakukan hashing pada kombinasi nama, deskripsi, gambar, target dana, dan batas waktu kampanye. Dengan peran 

algoritma Keccak-256, setiap kampanye memiliki identitas unik tanpa risiko duplikasi. 

 

 
Gambar 10  Hash Keccak-256 sebagai endpoint URL 

ID hasil hashing ini juga digunakan sebagai bagian dari endpoint URL untuk mengambil data spesifik dari smart contract. 

Sistem frontend akan memanggil data kampanye berdasarkan ID. Kemudian endpoint memungkinkan setiap kampanye diakses 

secara langsung melalui jalur data yang unik. 

 

 
Gambar 11 Proses Ambil Data di Smart Contract 

 

Setelah hash ID terbentuk, data kampanye disimpan di dalam mapping smart contract dengan hash tersebut sebagai key. 

Pada proses retrieval data, hash ID inilah yang digunakan sebagai parameter untuk mendapatkan detail kampanye secara 

langsung dari blockchain. Dengan cara ini, sistem dapat memastikan bahwa setiap entri data benar-benar unik dan tidak bisa 

digandakan, karena input yang sama akan menghasilkan hash yang sama, dan percobaan duplikasi akan ditolak oleh smart 

contract 
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C. Tampilan Aplikasi 

Bagian ini berisi tampilan antarmuka aplikasi yang digunakan oleh pengguna. Screenshot dari halaman utama, formulir 

pembuatan kampanye, halaman transaksi, dan riwayat transaksi ditampilkan untuk memberikan gambaran visual tentang 

bagaimana pengguna berinteraksi dengan sistem. 

 

 
Gambar 12 Tampilan Aplikasi Tambah Galang Dana 

 

Pada Gambar 11, tampilan aplikasi pada fitur Tambah Galang menampilkan beberapa komponen input, yaitu alamat 

dompet (wallet address) pengguna, nama penggalang dana, deskripsi kampanye, gambar pendukung, target dana, dan batas waktu 

(deadline). Di bagian akhir, terdapat tombol Submit yang digunakan untuk membuat kampanye crowdfunding baru. 

 

 
Gambar 13 Tampilan Aplikasi List Penggalang Dana 

Pada Gambar 12, tampilan daftar kampanye menampilkan beberapa penggalangan dana yang sedang berlangsung. Setiap 

elemen kampanye menampilkan informasi berupa judul, deskripsi singkat, target dana, jumlah donasi yang telah terkumpul, serta 

batas waktu penggalangan. Di sisi kiri layar, terdapat sidebar yang menampilkan log transaksi terbaru dari seluruh aktivitas 

kampanye yang tercatat di sistem. 

 

 
Gambar 14 Tampilan Aplikasi Detail Penggalangan Dana 
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Pada Gambar 13, tampilan detail penggalangan dana menampilkan informasi lengkap seperti alamat penggalang, target 

dana, jumlah dana yang telah terkumpul, deskripsi kampanye, batas waktu (deadline), serta status kampanye. Tersedia pula input 

donasi bagi pengguna yang ingin berkontribusi. Selain itu, terdapat tombol berwarna merah yang hanya dapat diakses oleh 

pemilik kampanye untuk melakukan penarikan dana (withdraw), dan tombol ini akan aktif jika target dana telah tercapai atau 

batas waktu penggalangan telah terlewati. 

D. Pengujian Sistem 

Pada tahap pengujian dilakukan terhadap beberapa aspek utama yaitu verifikasi smart contract, keamanan dan keaslian 

data, dan  transparansi sistem. Setiap aspek diuji berdasarkan skenario yang telah ditentukan untuk mengamati apakah sistem 

memberikan respons yang sesuai. Hasil pengujian akan diberikan dalam bentuk tabel, yang mencakup skenario pengujian, 

langkah-langkah yang dilakukan, serta hasil yang diperoleh. 

 

1) Verifikasi Smart Contract 

Tabel 2 Pengujian Verifikasi Smart Contract 

No Skenario Pengujian Ekspetasi Hasil 

1 Pembuatan 

Crowdfunding 

Input data kampanye → Submit 

Form → konfirmasi transaksi 

metamask 

Kampanye berhasil dibuat dan 

muncul di list penggalangan 

dana 

Sesuai 

2 Donasi ke 

kampanye 

Pilih Kampanye → input jumlah 

donasi → konfirmasi transaksi 

metamask 

Saldo kampanye bertambah Sesuai 

3 Penarikan dana 

oleh pemilik 

kampanye 

Ajukan penarikan → validasi syarat 

penarikan 

Jika validasi penarikan seperti 

jumlah donasi melebihi target 

atau sudah melewati batas 

waktu valid, dana masuk ke 

pemilik 

Sesuai 

4 Donasi dengan 

Saldo tidak cukup 

Pilih Kampanye → Input jumlah 

donasi → konfirmasi transaksi 

metamask 

Muncul alert donasi ditolak 

karna saldo tidak cukup 

Sesuai 

5 Penarikan dana 

pada saat 

kampanye berjalan 

Ajukan penarikan → validasi syarat 

penarikan 

Muncul alert penarikan ditolak 

karna kampanye belum selesai 

Sesuai 

6 Set Fraud 

Kampanye 

Pilih Kampanye → Ubah status ke 

fraud 

Kampanye tidak dapat diakses 

lagi dan status menjadi fraud 

Sesuai 

 

 

 

 

 

2) Keamanan dan Keaslian Data 

Tabel 3 Pengujian Keamanan dan Keaslian Data 

No Skenario Pengujian Ekspetasi Hasil 

1 Pembuatan 

Kampanye dan 

Pembentukan 

Hash 

 
 

Buat form kampanye → isi data → 

klik submit → konfirmasi transaksi 

metamask 

Hash Kampanye terbantuk dan 

tersimpan sebagai index array 

mapping di blockchain 

Sesuai 

2 Duplikasi 

Kampanye dengan 

Data Sama 

Buat dua kampanye dengan data 

yang sama → Sistem 

membandingkan hash 

 
 

Kampanye ditolak karna 

terdapat ID Duplikat 

Sesuai 
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3 Variasi Input 

Menghasilkan 

Hash Berbeda 

 
 

Buat Kampanye dengan data sedikit 

berbeda → klik submit → 

konfirmasi transaksi metamask 

Hash berbeda (efek avalanche), 

tidak ada tabrakan 

Sesuai 

 

3) Transparasi 

Tabel 4 Pengujian Transparasi Data 

No Skenario Pengujian Ekspetasi Hasil 

1 Cek list donatur Buka halaman list kampanye → 

klik detail penggalangan dana → 

bandingkan dengan data blockchain 

Daftar donasi muncul sesuai 

data di blockchain 

Sesuai 

2 Cek log semua 

aktivitas pengguna 

Buka halaman utama → pilih bagian 

log aktivitas 

Semua aktivitas teraudit 

dengan lengkap sesuai dengan 

data di blockchain 

Sesuai 

E. Gas Fee setiap Transaksi 

Setelah tahap pengujian, setiap transaksi memiliki gas fee. Pada tahap ini dilakukan untuk mengetahui estimasi biaya transaksi 

yang dibutuhkan pada setiap aksi yang dilakukan di dalam sistem smart contract. Setiap transaksi dalam sistem, seperti pembuatan 

kampanye, donasi, penarikan dana, hingga penandaan kampanye penipuan, akan mengonsumsi sejumlah gas yang dibayarkan oleh 

pengguna kepada jaringan. Biaya ini bervariasi tergantung pada kompleksitas fungsi smart contract yang dijalankan. Berdasarkan 

hasil pengujian yang dilakukan di jaringan uji (local Hardhat network) menggunakan Hardhat Gas Reporter, sehingga hasilnya 

bersifat simulatif namun dapat memberikan gambaran tentang beban biaya transaksi pada sistem. berikut adalah rata-rata 

penggunaan gas untuk setiap jenis transaksi: 

Tabel 5 Estimasi Gas Fee pada setiap transaksi 

No Jenis Transaksi Fungsi Smart 

Contract 

Biaya Gas 

(Gas Unit) 

Perkiraan Biaya 

(ETH) 

Perkiraan Biaya 

(Rp) 

1 Pembuatan Kampanye createGalang(...) 285,204 0.000936 ETH Rp 24,513.40 

2 Donasi ke Kampanye deposit(...) 142,452 0.000454 ETH Rp 12,592.50 

3 Penarikan Dana withdraw(...) 60,178 0.00015 ETH Rp 4,411.76 

4 Menandai Kampanye Penipuan setFraud(...) 61,000 0.00017 ETH Rp 4,915.50 

 

IV. KESIMPULAN DAN SARAN 

Penelitian ini telah berhasil mengembangkan sistem crowdfunding berbasis teknologi blockchain menggunakan smart contract 

Ethereum. Sistem yang dirancang mampu menangani proses utama seperti pembuatan kampanye, penerimaan donasi, penarikan 

dana oleh penggalang, serta penandaan kampanye fraud. Semua proses tersebut berjalan sesuai dengan ketentuan yang ditetapkan 

di dalam smart contract dan telah diuji menggunakan metode blackbox untuk memastikan fungsionalitas dari sudut pandang 

pengguna. 

Keamanan dan integritas data dijaga melalui penerapan algoritma Keccak-256, yang digunakan untuk menghasilkan ID unik 

setiap kampanye berdasarkan input data. Hasil pengujian menunjukkan bahwa algoritma ini mampu mencegah duplikasi dan 

memastikan setiap kampanye memiliki identitas yang berbeda meskipun perbedaannya kecil. Selain itu, transparansi sistem tercapai 

melalui pencatatan transaksi secara terbuka di blockchain, memungkinkan pengguna untuk memverifikasi informasi kampanye 

secara langsung. 

Terakhir pada gas fee untuk setiap transaksi berada dalam batas yang wajar. Meskipun demikian, sistem ini masih memiliki 

keterbatasan, seperti penyimpanan gambar yang dilakukan secara lokal dan belum adanya validasi sistem secara langsung melalui 

feedback pengguna. 
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